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ABSTRACT

Many advances have been made in wireless sensor networks (WSNs) which are as varied as the applications; and many more are in progress. There are some intrinsic limitations related to WSNs, including scarcity of energy supply, limited processing ability, and lack of processing memory. One of the important considerations of network designers is to devise protocols and algorithms in order to tackle with mentioned restrictions. Among different algorithm categories, routing protocols have direct impact on energy consumption and life time of the network. In this paper we propose three routing schemes based on the well-known Gossiping protocol. The proposed algorithms are evaluated in terms of different parameters by simulation tools. The achieved results of simulations show performance improvement of network operation in terms of network lifetime, delay and packet loss compared to Gossiping and FELGossiping algorithms.
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1 INTRODUCTION

Wireless sensor networks (WSN) consists of many tiny sensors which are usually used to collect local information such as pressure and temperature and send the gathered information to a base station (also known as sink). Sensor networks are deployed in several environments including military, medical and household applications. In all of those fields, energy consumption plays a significant role in the performance of WSN. The reason is that sensor nodes are equipped with a limited amount of power supply. In many applications, it's not a feasible task to replace the old empty battery with a new one. Consequently, various aspects of data delivery in WSN, including routing algorithms, should be energy aware. The requirements of routing protocols designed for environmental applications are different from those designed for military or healthcare applications in many aspects [1,2,3]. However, a common target of routing protocols in WSN, regardless of the application, is to maximize the network lifetime and minimize the overall energy consumption.

In general, analyses of network lifetime is not a straightforward task due to its dependency on many factors, such as network architecture and protocols, data collection procedure, lifetime definition, channel characteristics, and energy consumption model [4]. The most significant source of energy consumption is regarding to transmission of data packets[5]. Therefore, to extend network life time, the number of transmissions must be reduced as many as possible. By random forwarding, the well-known Gossiping algorithm, tries to decrease the number of packet transmission compared to naïve flooding approach. In this paper, we go through Gossiping and other related routing algorithm while their pros and cons are explored. To overcome the limitations of Gossiping and its other extension, FELGossiping, we propose three new routing algorithms. Simulation results show the improve-
ment of the proposed algorithms compared to Gossiping and FELGossiping.

The remaining of the paper is organized as follows. In section 2, the system model is presented. In section 3, related works and problems are reviewed. The proposed algorithms are presented in section 4. In section 5, simulation results are presented and discussed. Finally we conclude the paper in section 6.

2 RADIO MODEL

To model the behavior of the sensor, we use a classic radio model in [6]. The model assumes that transmission and reception of packets consumes some amount of energy which is proportional to the packet length. The block diagram representation of the radio model is shown in fig. 1. The model consists of a pair of transmitter and receiver with distance “d” between them. Etx, Erx are the amount of energy consumption in processor and electronic part of transmitter and receiver respectively. Eamp is the amount of energy depletion in transmitter amplifier which is in relation to the type of propagation model, either free space or multipath. The parameter k in the model represents the size of packet in bits and parameter n is the path loss exponent. The value of n is 2 for free space and 4 for multipath propagation.

When a node transmits a packet, each bit in a packet consumes Etx amount of transmitter energy, and Eamp amount of amplifier energy. Then, a packet of length k consumes an overall energy of Et as shown in equation (1).

$$E_t = (k \times E_{tx}) + (k \times E_{amp} \times d^n)$$  \hspace{1cm} (1)

The receiver part of each node consumes Erx amount of energy per bit. Then the total volume of energy depletion at the receiver can be calculated by equation (2).

$$E_r = (k \times E_{rx})$$  \hspace{1cm} (2)

3 RELATED ROUTING ALGORITHMS

The simple and naïve routing method is flooding [7]. In flooding, each sensor receiving a data packet broadcasts it to all of its neighbors and this process continues until the packet arrives at the destination or the maximum number of hops for the packet is reached. Although flooding is very easy to implement, it has several drawbacks. We refer to Figures 2 and 3 which are adopted from [8]. Such drawbacks include implosion problem which is caused by duplicated messages sent to the same node and overlap problem which occurs when two nodes in the same region send similar packets to the same neighbor node. Obviously, flooding approach causes a large amount of energy wastage and because of energy limitation in wireless sensor network is not a good candidate for routing strategy.

Gossiping is an improved version of flooding where the receiving node sends the packet to a randomly selected neighbor, which picks another random neighbor to forward the packet to and so on [7]. Gossiping avoids the problem of implosion by just selecting a random node to send the packet rather than broadcasting. However, this can cause a large delay in propagation of data through the nodes. Meanwhile, blind selection of the forwarding neighbors would increase the possibility of packet loss.

![Fig. 1. radio model[6]](image1)

![Fig. 2. The implosion problem. Node A starts by flooding its data to all of its neighbors. D gets two same copies of data eventually, which is not necessary.](image2)
**FLossiping Protocol:** combines the approaches of both Flooding and Gossiping routing protocols. When a node has a packet to send, it chooses a threshold and saves it in the packet header, then randomly selects a neighbor to send the packet in Gossiping mode, while the other neighbor nodes listen to this packet and generate a random number. The neighbors whose randomly generated numbers are smaller than the threshold will broadcast the packet in Flooding mode. As a result, FLossiping improves the incurred problems of Flooding and the delay issue of Gossiping [9].

**SGDF Protocol:** Single Gossiping with Directional Flooding routing protocol is divided into two phases: Network Topology Initialization and Routing Scheme. In the first phase, each node generates a gradient that represents the number of hops to the sink. In the second phase, in order to deliver the packet, SGDF uses single gossiping and directional flooding routing schemes. As a result (see Figure 4), SGDF achieves a high packet delivery ratio, low message complexity, and short packet delay [10]. However, the undesirable side effect of this protocol is that the large amount of repetitive packets still exists due to directional flooding.

**LGossiping Protocol:** In Location based Gossiping protocol, it is assumed that each node knows its location as well as its neighbor locations (e.g., by GPS). When a node has an event to send, it randomly chooses a neighboring node within its transmission radius and towards the sink. Once the neighbor node receives this event, randomly chooses another node within its transmission radius and sends it in turn. This process will continue until the sink is reached. As a result, the delay problem has been solved to some extent. Figure 5 shows the main objective of LGossiping [11].

**ELGossiping Protocol:** In Energy Location base Gossiping protocol, when a node detects an event and wants to send information, it selects a neighboring node within its transmission radius with the shortest distance to the sink (path with the minimum number of hops) and more remaining energy compared to other neighbors. Once the neighboring node receives the event, it will in turn select another neighboring node within its transmission radius and the shortest distance to the sink, and so on. As a result, the problems of latency and packet loss have been removed to some extent [12]. Figure 6 shows more details of this protocol.

Two important metrics have been exploited in this protocol: Energy of the neighbors and distance.
to the base station. However, all the neighboring selection is done deterministically and without any randomness.

**FELGossiping protocol consists of three phases:** Initialization, Information Gathering and Routing[13]. In the first phase, each node generates the gradient to the sink. In the second phase, the FELGossiping sends a request message to the other nodes to receive the information of other members or neighboring nodes. Once the hop count and the remaining energy of the member nodes are known, FELGossiping chooses two neighbors which have shorter distance to the sink at the third phase. After selecting two candidate nodes with minimum number of hop count to the sink, the protocol needs to only choose one of them to send the packet. At this stage, the node with more residual energy is selected to forward the packet towards the sink. See Figure 7. This protocol, increases lifetime of the network and decreases average delay of the packets compared to other Gossiping based protocols. The issue of FELGossiping is that selection of the neighbor is based on remaining energy of the neighbor, while other nodes along the path towards the sink might suffer from energy starvation.

Another drawback of the FELGossiping is that all the selections are deterministic. In some circumstances, randomness can help to enhance the performance of the routing protocols. In the next section we propose three new routing algorithms based on Gossiping technique and show that they would outperform Gossiping as well as FELGossiping in terms of network life time, delay and packet loss.

**Fig. 6. Routing in ELGossiping[12]**

**Fig. 7. Routing in FELGossiping[13]**

4 **PROPOSED ALGORITHMS**

In order to resolve the drawbacks of the Gossiping algorithm, three new algorithms are proposed as extensions to Gossiping.

4.1 **Proposed Method-1**

The new algorithm consists of three phases termed as, sending control packet phase, path selecting phase, and data packet sending phase. The main idea for increasing network life time is to select a path through which there are no critical energy state nodes. This section follows with the explanation of three parts of the algorithm.

- **A: Sending Control Packet Phase**

Sending control packet phase starts after the sensor nodes are randomly distributed in the application area. In the beginning, the base station creates a random number and broadcasts a “control packet” to its neighbors. The control packet includes the following information:

Base Station: the Base Station Address (fixed).
Source: Source address of the source node (event node).
Hop: Hop count from the current node to the base station.

$E_{min}$: Energy of the node with the least amount of energy along the path.

GPS: Geographical location.

$ID_0...ID_n$: Each sensor node generates control packets and puts its ID and a sequence number in this packet as a source node and broadcasts this packet to its neighbor nodes.

Rand number: each node puts its Rand number in this packet and broadcasts this packet to its neighbor nodes. The Fig. 8 shows the format of the control packet.

<table>
<thead>
<tr>
<th>Source ID</th>
<th>Sink ID</th>
<th>Hop</th>
<th>$ID_0...ID_n$</th>
<th>$E_{min}$</th>
<th>GPS</th>
</tr>
</thead>
</table>

*Fig. 8. Control Packet Format.*

After broadcasting the control packet, adjacent nodes are selected randomly and base station sends control packet to them. The following conditions must be met by the nodes in order to be able to forward the control packet:

1. Each node saves the hop count in its memory and increases the hop count by 1. The new hop count is then replaced with the old one. After each node has received the control packet it will continue to broadcast this message to farther nodes. When a node receives a control packet it will compare its hop count value to the hop count of its own message. If the latter is smaller, it will add 1 to the hop count prior to broadcasting it. Otherwise, it will discard the message. This case occurs due to previously broadcasted messages through different routes. As a result, the shortest route is selected through control packet broadcasting phase.

Since using the flooding-based technique in the network makes it possible for the packets to travel far from the sink node, a hop field is used in the control packets to control this issue.

2. The geographical position of nodes (say node R) is defined according to equation (3). $d(x,y)$ stands for the distance between nodes x and y. If this parameter is less than zero, the node sends control packet. Otherwise, it will discard the message [14]. We note that in case sensor nodes are not equipped with GPS, hop count can be used instead of geographical distance.

$$ASR = d(S,D) - d(R,D)$$  \hspace{1cm} (3)

3. Along the path, the amount of nodes’ energy is compared with the energy contained in the control packet and the larger value is replaced with the smaller one. This approach is used to find the minimum amount of node's energy along the path, the value which will be used in path selection phase.

4. Each sensor node generates control packets and puts its ID in this packet as a source node and broadcasts this packet to its neighbor nodes. Here, the idea of the algorithm DSR is used in order to send the packet[15].

5. A random number is generated by the node compared with the random number contained in the packet and if it is more, node sends control packet. Otherwise, it will discard the message.

In this section, the following assumption is adopted that if a node receives one control packet more than once, it would neglect the repetitive packets. This assumption prevents the creation of the loops in the network.

- **B: Path Selecting Phase**

In this phase, Source node waits for a certain amount of time to receive Control packets from different paths and finally selects the best path. The best path is the path that its minimum energy field is maximum compared to other paths. Indeed, source node compares received minimum energy fields from different paths and selects the path with the largest minimum energy.

- **C: Sending Data Packet**

After the second phase, the process of selecting the best path is finished. Source node sends Data packet to the corresponding sink, via the selected route. This process continues for some time and then the previous phases are repeated again to find the appropriate new route.
4.2 Proposed Method-2

Similar to the proposed method-1, this algorithm is composed of three phases: sending control packet phase, path selecting phase, and sending data packet phase.

The difference is that the first stage of the route selecting is not random and control packet is broadcasted in Flooding method. Other parts remain intact. Figure 9 shows proposed Method-2 in abstract.

4.3 Proposed Method-3

This algorithm is basically similar to the second algorithm except its second phase. Thus, the sink node propagates control packets and neighboring nodes transfer the packet until it reaches to the source node according to the conditions mentioned above. In this method the best path is defined as the path with maximum utility, where the utility of a path is defined in equation (4). Indeed, in addition to the residual energy of the nodes, in this algorithm the number of hops between source and sink is also taken in to consideration. We observe that this modification improves the performance of the algorithm significantly.

\[
Utility = \frac{\text{Max}(E_{\text{min}})}{\text{hop count}}
\]  

(4)

5 SIMULATION AND EVALUATION

In this section the performance of proposed algorithms are compared to FELGossiping and Gossiping in terms of the number of live nodes, total network energy, packet delay and packet loss. We have used Opnet simulator while the parameters and values used in simulation are given in Table 1. The assumptions of the simulation is as follows:

---

Fig. 9. Routing Method in Proposed Method2
1. Radius: the radius of coverage of the sensors is 40 m.
2. All the nodes are static and are location aware.
3. Standard IEEE 802.11 MAC is used.
4. The maximum hop value is considered to be 12.

<table>
<thead>
<tr>
<th>Network Size</th>
<th>100 * 100 (m)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number Of Nodes</td>
<td>100</td>
</tr>
<tr>
<td>Initial Energy</td>
<td>0.1 J</td>
</tr>
<tr>
<td>$E_{TX}$</td>
<td>50 nj/bit</td>
</tr>
<tr>
<td>$E_{RX}$</td>
<td>1000 pj/bit/m$^2$</td>
</tr>
<tr>
<td>k (Control packet)</td>
<td>50 bit</td>
</tr>
<tr>
<td>k (Data packet)</td>
<td>400 bit</td>
</tr>
<tr>
<td>Network's Radius</td>
<td>40 m</td>
</tr>
</tbody>
</table>

### A. Network Lifetime

Calculating the number of live nodes in the network shows its lifetime, which is the time that the first node depletes all of its energy. Figure 10 illustrates network lifetime for all five algorithms. As it is presented in diagram, the proposed algorithms have increased network lifetime significantly compared to FELGossiping and Gossiping algorithms. The reason is that, we try to prohibit selection of low battery nodes in path selection. Among the proposed algorithms, method-3 outperforms other methods because in this method, number of hops is considered as well as residual energy of the nodes. This approach makes the algorithm more compelling.

![Fig. 10. Amount of live nodes.](image)

### B. Energy Consumption

One of the most important parameters for optimization in wireless sensor networks is energy consumption of the nodes. To evaluate the energy consumption of nodes under proposed routing algorithms, the total energy consumption of the nodes in the network is calculated during simulation time and shown in Figure 11. Note that the all proposed algorithms consume much energy in comparison to FELGossiping, while they achieve longer life time. The interesting result that may seems contradicting. However, these two figures (10 and 11) are indeed supporting a common fact that the necessity to increase network life time is to construct diverse paths from source towards sink during time. After a while that nodes along shorter paths deplete their energy, selection of longer paths is inevitable to prohibit battery depletion of specific nodes along short paths. Due to selection of longer paths, more energy is consumed. But despite consuming more energy than FELGossiping, since energy consumption in the network is distributed, the lifetime of the network as shown in Figure 10 has improved significantly.

![Fig. 11. Energy Consumption](image)

### C. Delay

The delay of a packet is defined as the time difference between data gathering in the source node and data deliver to the sink node. Figure 12, represents the delay of packets and shows better performance of the proposed algorithms in terms of delay in comparison to Gossiping and FELGossiping. Following the discussion of previous section, it might be expected that the latency of the proposed algorithms should be more than FELGossiping due to probable longer path traversal of packets. But it is observed that the delay in proposed algorithms is lower. The description to this behavior is that the illustrated delay for each packet is the sum of propagation delay, processing delay and transmission delay. The last one is fixed due to fixed transmission rate for both algorithms. While the propagation delay of FELGossiping might be less than our proposed algorithms, its processing delay would be much more. The processing delay is commonly the dominant part in creation of the
overall delay. The reason that our proposed algorithms consume less processing time is that implementation of the algorithm is done just once in the source node and the route is carried by the packet in its header. Thus, the intermediate nodes do not need to implement any specific algorithm and play only the role of a relay node. But in the FELGossiping method, in each node the algorithm must be executed and between the two neighbors, with fewer steps, the neighbor that has more energy should be selected. This has led to the increase of the processing delay of FELGossiping as its impact is shown by simulation in Figure.12.

![Fig. 12. Delay](image)

D. Packet Loss

The amount of packet loss, is equal to the difference between the number of data packets generated at the source, and the number of packets received at the destination. Figure.13 shows the amount of packet loss during simulation time. As it is observed, the number of lost packets in the proposed algorithms are fewer than FELGossiping and Gossiping. The main reason is larger number of dead nodes along the forwarding path in FELGossiping algorithm, the fact that is illustrated in Figure.10.

![Fig. 13. Packet loss](image)

6 CONCLUSION

In this article we reviewed the pros and cons of some Gossiping-based routing algorithms in wireless sensor network. To improve the performance of those algorithms, we proposed three new routing schemes which have many common characteristics but are slightly different in some features. In the proposed algorithms the attempt is to transfer data packets from the source to the destination by selecting the routes that do not include critical nodes with low energy.

The proposed algorithms have been evaluated in terms of different parameters by simulation tools. The achieved results of simulations showed performance improvement of network operation in terms of network lifetime, delay and packet loss compared to Gossiping and FELGossiping algorithms.
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